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1. Introduction 

Service Line Pro provides the Customer with a high availability public telephony service that can be used 

for business-critical applications for services such as but not limited to elevators, alarms and monitoring 

systems (hereinafter the “Service”).The Service allows the Customer to establish voice or in-band data 

communications at any time even during power outage, with the Proximus public telephone network and 

with all other fixed and mobile public telephone networks linked to it. 

The Service is assured during power outage via a monitored battery and will alert the customer’s technical 

responsible of any issue which can disturb the functioning of the Service. 

 

The Service consists of the following infrastructure elements, called ‘Solution Elements’:  

- Proximus Fixed Voice Network (hereinafter the “Network”); 
- Proximus Access Line (hereinafter the “Access Line”); 
- Customer Premise Equipment (hereinafter the “CPE”). 

 

The delivery, installation, configuration and support of the Customer’s Terminal Equipment, typically an 

elevator, alarm or monitoring equipment which needs high availability also during power outage, is not part 

of the Service and thus out of scope of this Agreement. 

 

The functionality of the Service is described more in detail in the ‘Functional Service Description’ Chapter 

whereas the support Services (‘Assist and Care Services’) provided to the Customer during the 

implementation and the operational phases are described respectively in Chapters ‘Implementation Phase’ 

and ‘Operational Phase’. 
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2. Service Overview 

The table below lists the functionality and activity types that may be included in the Service (also called 

‘Service Components’). The Service components are: 

 included in the Service by default (‘DEF’);  

 or optional (‘OPT’) and must be selected by the Customer;  

 or subject to a separate contract (‘SC’); 

 or not applicable (‘NA’). 

 

Once the Service Components have been selected through the Order Form, or when there is no Order 

Form once the confirmation letter has been sent by Proximus to the Customer, the scope of this 

Agreement is defined. Adding or changing Service Components will lead to a new Agreement. 

2.1 Functional Service 

Service Line Pro Service Components DEF/OPT/SC/NA 

Proximus Fixed Voice Network  Use of the Network DEF 

Proximus Access Line Access Line DEF 

Customer Premise Equipment  CPE DEF 

Voice Services One (1) Voice Channel (possible simultaneous calls) DEF 

 Voice communication DEF 

 Emergency calls  DEF 

 Assignment of one (1) geographic individual 
number DEF 

 Number changes DEF 

 Number portability  DEF 

Value-added Services DTMF DEF 

 Whitelist OPT 

 Fixed destination call immediate   OPT 

 OCB: Outgoing Call Barring  OPT 

 ICB-P: Permanent Incoming Call Barring OPT 
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Service Line Pro Service Components DEF/OPT/SC/NA 

 ACR: Anonymous Call Rejection OPT 

2.2 Assist and Care Services 

The support provided by Proximus during the Implementation and Operational phases is applicable to the 
Solution Elements listed per Service Component in the table below. The Service does not include any 
activities regarding any other Solution Elements. 
 

Service Component Solution Element DEF/OPT/SC/NA 

IMPLEMENTATION PHASE 

Assist services   Network 
Access Line  
CPE 

DEF 
DEF 
DEF 

OPERATIONAL PHASE 

Service Desk Access  Network 
Access Line  
CPE 

DEF 
DEF 
DEF 

Incident Handling  Remote Diagnostics Network 
Access Line  
CPE 

DEF 
DEF 
DEF 

 Remote Intervention Network 
Access Line  
CPE 

DEF 
DEF 
DEF 

 On-site Intervention Network 
Access Line  
CPE 

NA 
DEF 
DEF 

Spare Part Handling On-site Part Replacement Network 
Access Line  
CPE 

NA 
DEF 
DEF 

Configuration Handling Configuration 
documentation  

Network 
Access Line  
CPE 

DEF 
DEF 
DEF 

 Configuration Management 
without Customer access 
right  

Network 
Access Line  
CPE 

DEF 
DEF 
DEF 

 Configuration Backup Network 
Access Line  
CPE 

DEF 
DEF 
DEF 
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 Update and Upgrade  Network 
Access Line  
CPE 

DEF 
DEF 
DEF 

Monitoring Device/Service availability 
handling 

Network 
Access Line  
CPE 

DEF 
DEF 
DEF 

 Device/Service  Health 
Monitoring 

Network 
Access Line  
CPE 

DEF 
DEF 
DEF 

 

3. Functional Service Description 

This chapter explains more in detail the Network Components (3.1), the Voice Services (3.2) and the 

Value-added Services (3.3). 

 

The picture below depicts the main Solution Elements of the Service and how they are integrated into a 

global fixed telephony solution:  

• The Proximus Fixed Voice Network  
• The Proximus Access Line 
• The Customer Premise Equipment 
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3.1 Network Components 

3.1.1 Proximus Fixed Voice Network 

The Proximus Fixed Voice Network is based on various technologies: Switching technology and VoIP. The 

Fixed Voice Network is in evolution and Proximus has the sole discretion to determine as to the network 

technology used to deliver the Service. This implies a.o. that Proximus is entitled during the Agreement, to 

change the technology used to deliver the Service without this can be deemed as an amendment to the 

Agreement, to the extent that the Service remains in accordance with this Agreement.The platform 

underlying the Service is geo-redundant and hosted in the Proximus data centers and managed by 

Proximus.  It delivers the necessary voice channels and services towards the Customer's systems and 

handles the communications towards other public networks (Fix/Mobile/International). The advanced 

voice features are delivered by application servers. Monitoring and security of the Fixed Voice Network is 

ensured by Proximus so as to ensure the Service Levels defined in the Agreement. 

The voice codecs supported by the Core Voice Network are G729, G711, T38. Other codecs (e.g. High 

Definition voice G.722) are allowed for public on-net communications (i.e. communications between 2 

parties over the Proximus Voice Network) provided that both ends are connected to the Proximus VoIP 

service and negotiate together a common codec. However, Proximus does not give any guarantee for other 

codecs than above in terms of compatibility, quality or bandwidth reservation. Proximus therefore disclaims 

all liability for any malfunction of the Service due to use of other Codecs than above.   

3.1.2 Proximus Access Line 

The Proximus Access Line is included in the Service. This Proximus Access Line shall only be used for the 

Customer’s voice or in-band data traffic and not for other Proximus data services.  

The Proximus Access Line is the physical access line from the Customer Site to the Proximus Network. The 

connection may be provided by mean of various physical access technologies (DSL, GPON) over different 

types of physical lines (e.g. copper lines, fiber lines). Proximus has sole discretion as to the technical means 

necessary to establish access to this Service. Therefore, Proximus determinates at its own discretion the 

type of physical line and the technology appropriate for providing the Service. Consequently, Proximus is 

entitled to refuse for technical reason to provide the Service based on a specific type of physical access line 

or technology. Proximus has the same discretion during the Agreement if the Customer’s situation changes 

(e.g. because of relocation of the Customer) or in case of technology evolution of the Network without this 

can be deemed as an amendment to the Agreement, to the extent that the Service remains in accordance 

with this Agreement. 

3.1.3 Customer Premises Equipment  

The CPE consists of a router and a monitored battery backup. 

The CPE is included in the Service and can support up until eight (8) Service Lines Pro. 

The CPE is used as the interface of the Proximus Access Line towards the Customer. It delivers the 

connection interface to the Customer’s Terminal Equipment. The CPE constitutes the Demarcation point 

and Termination point of the Service (as defined in the Specific Terms and Conditions, chapter 7). 
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The Service is ensured by a battery back-up during a power outage and will ensure it for a minimum of two 

(2) hours. As soon as the battery status reaches end-of-life Proximus will proactively swap the battery by 

a new payable battery. 

The battery status will be communicated to the technical responsible of the Customer via email or SMS. 

See section 5.5 for more information.  

3.2 Voice Services 

3.2.1 Voice Channels 

A voice channel is a virtual line that can support one (1) concurrent call. The number of voice channels 

determines the number of simultaneous communications that a Customer is able to have at the same time. 

A voice channel enables a single voice communication, in emission or reception between the Customer and 

a correspondent on the Proximus public telephone network.  

Proximus provides the Customer with one (1) voice channel and a corresponding telephone number .Each 

telephone number can make one dedicated concurrent call which cannot be shared by other service lines. 

A voice channel can be protected by means of a whitelist, as further explained under section 3.3.3.. 

3.2.2 Voice communication  

The Service is designed to allow the transport of the voice communication on the Network intended for the 

Customer’s Terminal Equipment. 

In-band Data communications and DTMF are also supported by the Service.  

If the Customer uses the Service for other purposes than voice communication, in-band data 

communications or DTMF, Proximus cannot guarantee for technical reasons the correct transport and 

quality of such other type of communication. 

3.2.3 Emergency calls  

The Service enables calls to the emergency services. This section is applicable when the number assigned 

by Proximus under this Agreement is used to call a Belgian emergency number.  

Proximus provides access to and enables correct caller localization by the emergency services if the 

physical address of the telephone line/number from which the calls are made is the same as the 

Customer’s address provided by the Customer for the Site and which is registered with Proximus. The 

Customer acknowledges and accepts that the emergency services may not be able to (1) identify the caller 

if the call is unable to be completed, is dropped or disconnected, if the caller is not able to speak or if the 

emergency service is not operational for any reason beyond Proximus’ control or (2) hold the line of the 

caller open if he/she hangs up. 

The Customer is prohibited from using the Service from any other address than that which the Customer 

has provided to Proximus and under which such Customer is registered with Proximus (this unauthorized 

use is called Nomadic use). Otherwise, Proximus cannot guarantee correct localization by the emergency 
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services. The Customer is responsible for informing all persons using the Service about this restriction. 

Proximus cannot, under any circumstances, be held liable if the emergency services are sent to a wrong 

address or for any direct and/or indirect damage attributable to the Customer's failure to fulfil any 

obligations set out in this section.   

3.2.4 Phone Number 

3.2.4.1 Number Assignment 

The Service includes the assignment by Proximus of one single Belgian geographic number (also called E 

164 type number) per Line. This number can only be granted to Site located in Belgium.  

It can be an existing or new phone number.  

In case of new number, the procedure for assignment of the call numbers is automated.  

The Customer may reuse its existing phone number from another operator (Port in), provided that the 

number belongs to the same Belgian geographic area.  A Letter of Authorisation (LoA) must be provided 

to allow the takeover of existing number from another operator. Proximus cannot guarantee that it shall 

be able to provide the Customer who carry over its number to Proximus with the services he enjoyed at its 

previous operator. It is also possible for the Customer to reuse its existing phone number previously 

activated on another Proximus fixed telephony solution. In such case, the phone number is subject to a 

technical migration from the previous solution to the Service. 

3.2.4.2 Number changes 

The Customer keeps his number for the whole duration of the Agreement, unless (1) he explicitly asks for 

a change of number, (2) the Customer relocates without possibility to keep its number for technical reason, 

or (3) Proximus is required to change the number for Service-related purposes. In the two first cases, the 

Customer will be charged for the change.  In the latter case, the Customer will be notified of the change 

required by Proximus at least six (6) months before it comes into effect. 

Proximus will communicate the new number to callers dialing the old number, unless it is a private number 

or in case of a request to the contrary. This communication shall be made free of charge if the Customer 

accepts the standard message proposed by Proximus. The Customer may replace the standard message 

with another message, against payment. If the technical conditions so allow, the Customer may also extend 

the Service beyond the three-month (3) period, against payment. 

3.2.4.3 Number portability 

Customer Relocation  

Customers who are relocating may request the number to be transferred to their new address. Proximus 

shall make every effort to carry out the transfer. A lump sum amount as published in the Price List shall be 

charged to the Customer. Some features or value-added services that the Customer has benefited from 

may not be transferable for technical reasons. In this respect, Proximus shall not be liable for any 

compensation. The number may only be transferred if the Customer relocates within the same 

geographical area. 

Port out  
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If the Customer wants to port his number to another operator (port out), he must contact the said operator. 

The new operator shall take the necessary actions with Proximus on behalf of the Customer regarding the 

transfer of the number and the end of the contractual relationship between the Customer and Proximus. 

The Customer can ask for his number to be ported out until one (1) month after the date of termination of 

the Agreement. 

Only numbers that have not been deactivated may be transferred. The range of numbers are ported per 

full range of numbers. Individual numbers, including retention numbers (individual number linked to a direct 

dial-in/DDI) are ported individually. 

If all numbers subject to this Agreement must be ported out, the Agreement will be automatically 

terminated once the port out is effective. If a part of the numbers subjects to the this Agreement have to 

be ported out, the Agreement will be automatically terminated for the said numbers but it remains into 

force for the rest of the number(s) and Service.  The Customer will be charged for the reconfiguration costs.  

The applicable early termination fee is defined in the Specific Terms and Conditions chapter. 

Proximus, however, may refuse the transfer of the number: 

• If the Customer asks to carry over his number in another telephone area; 

• If the operator to which the Customer wants to port his number does not comply with the 

statutory procedures for number portability; or 

• In case of the transfer proven or suspected fraud by the Customer or third party. 

Proximus shall make every effort to carry out the transfer of the number. However, there may be technical 

reasons that prevent the transfer from being carried out. During the transfer, it is possible that the 

Customer does not have a fixed telephony service for some limited time. If the number porting procedure 

fails within the timelimits set by law, Proximus will reactivate the Customer’s Agreement linked to his 

number and will continue to provide the Service under the same conditions until the porting procedure is 

successful. 

In the event of a delay in the porting procedure and at the Customer’s explicit written request the Customer 

may be entitled to a specific compensation as provided by law. The Customer can find more information 

on the amounts and the compensation procedure on the website of the Belgian Institute for Postal Services 

and Telecommunications: www.ibpt.be/consommateurs/retard-dans-le-portage-de-votre-numero. 

Claims for compensation must be submitted within a maximum of six (6) months after the request to port 

out a number. 

Proximus is not liable for any damage resulting from the non-performance, the erroneous performance or 

late performance of the porting of one or more numbers for reasons dependent on the other operator, a 

third party or the Customer itself. Proximus is not liable for any damages resulting from the unavailability 

or erroneous porting of the number(s) due to technical reasons. 

Proximus may provide the Customer with value-added services to manage his incoming and outgoing calls. 

The table in Chapter 2 specifies for each of these value-added services if they are included in the Service 

by default or if they are available as options.  

3.2.5 Calling Line ID Presentation (CLIP) 

The numbers of callers calling, who have not opposed such identification, will be displayed on his line. He 

must have an appropriate Customer terminal equipment to be able to read such numbers.  
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When the call is made from a telephone connection to another operator’s network, the caller’s number can 

only be displayed if the other operator allows the transfer of the numbers to the Proximus Network.  

If the caller has a private number, his number shall not be sent by default except if the holder has permitted 

this to be done on his telephone.  

3.2.6 Fixed Destination Call 

When picking up the phone a number will be dialled automatically after a certain time. This destination is 

programmable excluding emergency numbers with three digits. Without programming this  number any 

number can be dialled by the connected Terminal. 

3.2.7 Whitelist 

A whitelist of five (5) telephone numbers can be configured and will allow only these numbers to use the 
Service for in and outgoing calls. If the Customer does not make a whitelist, then there is no restriction.  

3.2.8 Dual Tone Multi Frequency (DTMF)  

DTMF tones are supported by the Service. Such tones can, for example, be generated during a call to 
access Interactive Voice Response systems (IVR), such as voicemail. 

4. Implementation Phase 

4.1 Ordering 

The Customer orders the Service by submitting the applicable Order Form, duly completed and signed, to 

Proximus.  In this Order Form, the Customer should indicate among other things the following: 

• The selected Options 
• The geographic number to be ported (if any) 

 

When other means are available to conclude the Agreement, the Service will be, unless otherwise 

mentioned by the Customer, provided only with the default components of the Standard flavor (reference 

to the Service definition Table of Section 2). The Customer will receive confirmation of his order by 

Proximus (see below) and without promptly opposition by the Customer, such confirmation will have value 

of Order Form. 

4.2 Assist Services 
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As soon as it receives the duly completed and signed Order Form (including the annexes), Proximus will 

start the implementation activities of the Service. 

Only Proximus or its subcontractors are allowed to carry out the implementation activities below. All 

implementation activities are performed during Business Hours. If the Customer so wishes, he can obtain a 

quote for implementation activities outside Business Hours.  

Proximus carries out the following activities when implementing the Service:  

• sending (can be via email) of order confirmation and information regarding installation and 
activation of the Service 

• Installation of the Proximus Access Line (Unless already present on Site) 
• Installation and configuration of the CPE   
• Allocation of the phone number or port in of the phone number or migration of the existing 

phone number previously activated on another Proximus fixed telephony solution 
• Activation of the phone number 
• Activation of the Service 

Once the Service is activated, it will be deemed as having been made available to the Customer. 

In order to avoid any misunderstandings, Proximus draws the Customer’s attention to the fact that the 

following activities are not included in Proximus’ implementation of the Service, except if expressly agreed 

and specified in the Order Form: 

• Delivery, configuration or activation of the Customer’s Terminal Equipment connected to the 
Service 

• Internal Cabling. 

4.3 Implementation timing  

Proximus makes every effort to ensure the activation of the Service occurs within fifteen (15) Business 

Days as from Proximus’ acceptance of the Customer’s Order Form or when there is no order form after 

the sending of a  confirmation letter, provided that (1) an active Access Line compatible with the Service is 

available at the Customer’s Site, (2) all prerequisites are met at conclusion of the Agreement  and (3) if 

applicable: the migration of existing phone numbers previously activated on another Proximus fixed 

telephony solution takes place the day when Proximus notifies the Customer that it is ready for the said 

migration.  

In order to ensure that the migration (including port in) of the existing phone number takes place at an 

opportune moment for both Parties, Proximus shall proceed to the said migration in a timing agreed with 

the Customer. The Customer accepts however that said migration shall take place within thirty-one (31) 

Calendar Days as from the written notification that Proximus is ready for the migration. If the migration 

has not been taken place at the expiration of the previously mentioned period, Proximus shall be entitled 

to start the invoicing of the Service (even if the phone number has not been effectively migrated).    

If there is no available active Proximus Access Line compatible with the ordered Service at the Customer 

premises, the above activation timing might not be applicable. The following rules will be applied: 

• If the Customer’s Site is equipped with the necessary cabling and equipment, and if the required 
infrastructure on the public domain is present, the activation timing mentioned above is applicable.   
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• If the infrastructure (connection) is not in place on the Customer’s Site, additional works may be 
needed, the activation timing mentioned above is longer and extra cost will be charged to the 
Customer: 
Proximus makes an appointment with the Customer to carry out a Site Survey.  Such a survey 
results in (i) Request for design (RFD) which will specify the conditions under which Access Line can 
be provided by Proximus and (ii) a list of activities that need to be performed, either by the 
Customer or by Proximus. If the Customer wants to perform the works on his premises, he will give 
Proximus an indication of the date from which the works will be ready and informs Proximus when 
the works have been finalized. If the Customer wants Proximus to perform the works on his 
premises, Proximus will first submit an estimate of the costs for these specific works to him for 
approval of the related costs and – following a formal order of the extra services from the 
Customer – the timing.  

• If the infrastructure (connection) is not in place on public property, additional works may be 
required, the activation timing mentioned above is longer and extra costs will be charged to the 
Customer: most of these works are subject to authorization from the public authorities, which may 
cause a substantial delay in the installation of the Service. Unexpected circumstances may also 
lead to a delay in the installation of the Service. In that case, Proximus will inform the Customer of 
the cause and the length of said delay. A specific estimate of the costs shall be provided to the 
Customer regarding the costs of the installation works.  

In all cases, Proximus shall use its reasonable efforts to activate the Service within the time frame fixed in 

the confirmation letter or RFD sent to the Customer. In case of delay, Proximus informs the Customer of 

the status of his Order, the delay and the reason for it. Proximus also communicates a new planned 

installation date to the Customer. No compensation will be due by Proximus for any delay. 

4.4 Acceptance  

At the end implementation phase, Proximus will take care of all packaging and other waste material and 
will invite the Customer to do an acceptance of the configuration and installation. The acceptance 
procedure is described in the General Terms and Conditions for Professional Customers (see Article 
Configuration and installation). 

5. Operational Phase 

This chapter describes the support provided by Proximus as from the acceptance of the Service until the 

end of the Agreement. Under the Agreement the Customer benefits from Under the Agreement the 

Customer benefits from Full Care support meaning Proximus provides it with reactive support to shorten 

Incidents through interventions and replacements and with management, monitoring and reporting of the 

configuration of the Solution elements in scope as described below. 

5.1 Service Desk Access 
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The Service Desk is the interface between the Customer and Proximus for all aspects of the Service, 

including receiving, recording, registering and escalating Incidents and other requests. The Service Desk 

allocates resources (first line, second line, experts) and communicates regularly with the Customer. 

Proximus provides the Customer with centralized Service Desk Access by phone or via a portal. The Service 

Desk is only accessible to authorized Customer representatives (24/7) every day of the year via the 

following channels: 

Service Desk Access 

Phone 
 080022200 (NL) 

 080033200 (FR) 

 080055200 (EN) 

Portal https://www.proximus.be/login 

 

The Customer is informed of, accepts and gives his consent for calls originating from or made to the 

Proximus Service Desk to be recorded in order to serve as proof in case of a contested commercial 

transaction. Calls to or from the Customer Service may also be listened in on or recorded for quality control 

purposes. 

5.2 Incident Handling 

The activities related to Incident Handling carried out by Proximus aim at resolving or diminishing the 

consequences of an Incident within the agreed Service Level. Travel costs and patches/Updates are 

included in the Service fee provided that the intervention takes place in Belgium.  

5.2.1 Remote Diagnostics 

The main goal of Remote Diagnostics is to assess and analyze the reported Incident, determine the cause 

and validate the impact of the Incident – either verbally, or by accessing the Customer environment via a 

remote connection.  

Proximus will take actions to pinpoint the cause of the error and the location of the failing component. This 

includes identifying issues with configuration files and performance issues.  

Remote Diagnostics allows Proximus to determine which actions should be taken to solve the Incident. 

5.2.2 Remote Intervention 

In case a workaround or permanent solution has been identified and provided that the Incident can be 

solved remotely, Proximus will start a remote intervention. This may include a field intervention in any 

location where the Solution element is located, except at the Customer Site. The Customer is informed 

about the progress on a regular basis.   

https://www.proximus.be/login
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Proximus restores the configuration of the Solution element in scope based on the latest available 

configuration backup.    

5.2.3 On-site Intervention 

In case an Incident cannot be solved remotely, an On-Site Intervention will be performed by Proximus at 

the Customer’s Site, at a mutually agreed time. 

Proximus restores the configuration of the Solution element in scope based on the latest available 

configuration backup.    

5.3 Spare Part Handling 

This chapter describes the rules applicable to the delivery and installation of the spare parts and the return 

of the faulty parts in case of a Hardware Incident. The spare parts, the delivery of the spare parts by 

Proximus and the travel costs are included in the Service fee provided that the Customer Site in question is 

located in Belgium. The foregoing does not apply to the battery. The price of the new battery is not included 

in the Service fee and will be invoiced separately to the customer in case of a swap. 

5.3.1 On-site Part Replacement 

Proximus comes to the Customer’s Site to deliver a spare part and replace the faulty part by the spare 

part. If applicable Proximus reinstalls the latest version of the Operating System (OS) and performs 

functional testing before closing the intervention. The faulty part is taken back by Proximus.  

In case of a battery end of life Proximus will pro-actively contact the customer for replacement. 

5.4 Configuration Handling 

Within the limitation defined in this chapter, the Configuration Handling activities performed by Proximus 

under the Agreement aim to:  

 Document the configuration of the Solution element in scope 

 Manage the configuration of the Solution elements in scope 

 Backup the configuration of the Solution elements in scope  

 Implement Changes on the configuration of the Solution elements in scope 

 Keep the Solution element in scope up to date 

5.4.1 Configuration documentation  

Proximus collects and documents up-to-date information about the configuration of the Solution element 

in scope This documentation is made available to Proximus only. 
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5.4.2 Access and Configuration Handling 

This chapter defines the access management rights held by Proximus and the Customer related to the 

Solution element in scope.  

5.4.2.1 Configuration Handling without Access Rights 

Proximus makes use of planned, and in some cases automated, processes aimed at keeping the Solution 

element up-to-date and in good working order. In this regard, Proximus uses a secure and central 

management platform with access rights. To allow faster troubleshooting, all platform activity is recorded.  

Proximus holds all administrator rights of the Solution element in scope. The Customer has no access or 

administration rights and is not authorized to make any Changes to the Solution element or the interfaces. 

5.4.3 Configuration Backup 

Proximus will use reasonable efforts to make regular backups of the Solution element configuration in 

scope and make them available for restore purposes in case of Incident.  

The backup performed by Proximus does not include backup of any Customer’s data.  

5.4.4 Change Handling 

Change Handling aims at providing the Customer with the opportunity to request changes. These changes 

may have an impact on the recurring Service fee and must be requested in writing by the Customer. The 

implementation of these changes does not change the duration of the Agreement. In particular these 

changes are the following:  

• Change of number 

• Change of Value Added Services 

5.4.5 Updates and Upgrades 

Proximus alone shall determine the technical means necessary to provide the Service in compliance with 

the Agreement.  

Proximus monitors vendor notifications for new Updates and Upgrades. Proximus decides to implement 
such Updates/Upgrades at its own discretion. Such Update or Upgrade may result in a replacement of 
Solution Elements in scope, in which case the Customer collaboration may be required (e.g. providing 
access to his Premises for a CPE replacement). Proximus has no obligation to implement each Upgrade 
and Update made available by the vendor. Such Updates/Upgrades cannot be refused by the Customer. 
Upgrades and Updates and their implementation are included in the recurring Service fee. 
 

5.5 Monitoring  
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The monitoring activities performed by Proximus under this Agreement allow Proximus to collect status 

information on the Solution Elements in scope on a 24/7 basis. When a relevant event (as described below) 

is detected, Proximus will initiate Incident handling activities. Customers are notified through the creation 

of an Incident ticket.   

The Customer ensures Proximus has network access to the Solution Elements in scope to enable Proximus 

to perform the monitoring activities.  

Under the Agreement, Proximus performs the following monitoring activities:  

5.5.1.1 Device Availability Monitoring 

The central monitoring platform checks the reachability of the Solution Element in scope. Incident handling 

activities are started in case reachability issues caused by infrastructure outages are detected.  

The following statuses will be notified to the Customer for action: 

• Service running on battery back-up 

• Battery Running Low 

• Service running on Power again and battery loading 

• Battery end-of-life 

The above tickets will be closed automatically after sending the message for action to the Customer.  

The following status will be notified to Proximus for action: battery back-up no longer connected to the 

router. 

 

5.5.1.2 Device Health Monitoring 

The central monitoring platform checks the health of the Solution elements in scope. Device health checks 

include basic device performance metrics such as: CPU, Memory and Temperature…  

5.5.1.3 Incident handling activities are started in case device health issues are 
detected.Service Availability Monitoring 

The central monitoring platform checks the availability of the Service in scope. Service availability checks 

include verifying if relevant applications or processes are still up and running. 

Incident handling activities are started in case service availability issues are detected. 

5.5.1.4 Service Health Monitoring 

The central monitoring platform checks the health of the Service in scope. Health checks include basic 

Service performance metrics such as: response times, call quality, jitter, etc...   

Incident handling activities are started in case Service health issues are detected. 
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6. Service Levels 

This chapter describes the Service levels applicable. The Service Levels includes the Service Level 

Objective (SLO) and the Service Level Agreement (SLA). These are described in the tables below. 

6.1 Scope  

These Service Levels are applicable, within the Service window(s) set out below, once the implementation 

phase has been accepted by the Customer in compliancy with the General Terms and Conditions for 

Professional Customers. 

The Service Levels only apply to the Service described in this document and to Incidents for which Proximus 

is responsible.  

The following are excluded from the Service Level calculation (application of the “stop clock” principle):  

• Incidents, delays or events preventing Proximus from providing the Service because of the 
Customer, Force Majeure event or a third party; 

• Incident attributable to the Access Line; 
• Time outside the Servicing Window; 
• Planned works (including interruptions for maintenance); 
• Update and Upgrade of the CPE; 
• End-of-life of the battery (part of the CPE). 

No Service Levels are applicable for On-demand Support. 

6.2 SLO and SLA  

The SLO defines an obligation of means (obligation de moyen/middelenverbintenis). In case of a breach, 

no Service credit can be claimed. 

The SLA defines an obligation of result (obligation of résultat/resultaatsverbintenis). In case of a breach, 

the Customer is entitled to claim from Proximus the Service Credits listed in the table below. Unless the 

Customer has subscribed to a Service Management Agreement, the Customer must claim these Service 

Credits himself, as Proximus does not provide them proactively. 

In order for the Customer to be granted a Service Level credit, the notification of the Service Level failure 

must be submitted in writing to Proximus within three (3) months of the end of the month during in which 

the failure occurred. The Service credits are the sole remedy for any failure by Proximus to meet its SLA 

commitments. 

The Customer will not be eligible to receive Service Credits if (1) the Customer is in arrears in paying his 

Proximus invoices related to this Agreement or another contract or (2) the Customer is in breach of the 

Agreement during the time of the Incident or event. If the Agreement expires or is terminated prior to the 

issuing of the Service Credit, the Service Credit will become void as of the Agreement’s date of expiration 

or termination. 
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6.3 Service windows 

Service levels are applicable within the selected Service window.  

The Service Window is the timeframe during which Incident Handling activities are carried out.  

 

Service Window Name Applicable 

on 

Service Window Hours 

Standard Service Hours Plus 

(SSH+) 

All 

Solution 

Elements 

Week 8:00-22:00 CET/CEST 

Saturday 8:00-16:30 CET/CEST 

Except Belgian public holidays 

6.3.1 Standard Change Implementation Window 

The Change Implementation Window is the window during which Standard Changes in the scope of this 

Service will be executed. The Standard Change Implementation Window is as follows: 

Standard Service Hours SSH Monday-Friday 8:00-18:00 CET/CEST 

Except Belgian public holidays 

6.4 Incident Priority 

In case the Customer detects an Incident, the Service Desk can be contacted by the Service Desk. The 

Service desk will assign an Incident priority based on the Incident’s impact. 

 

 

Priority definitions 

P1  Complete interruption of the Service: The Customer cannot make any outgoing calls or 

receive any incoming calls on the Proximus public telephone Network, nor can he receive 

any incoming calls on the telephone number assigned to the Service.  

Excluding the battery empty status. 

P2  The Service is degraded but not interrupted (e.g. brief interruptions, reduced performance, 
problems with some outgoing or incoming calls, etc.). 

P3  The Service is not directly affected (e.g. request for information or a reconfiguration, etc.). 
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P4   No impact/request for info 

 

 

In case, after diagnosis, the impact of the Incident does not correspond with the impact mentioned by the 

Customer at ticket creation Proximus will correct the assigned Incident priority. 

6.5 Planned Maintenance Window 

The maintenance or development of the Service may require Proximus to restrict or temporarily suspend 
the Service. In that case, Proximus will (1) make maximum use of the Service’s planned works window as 
defined below and (2) limit the period of restriction or suspension to the time needed for the applicable 
interventions.  

In any case where planned maintenance works entail a Service interruption of more than 30 minutes, 

regardless of whether these works take place within or outside the planned maintenance window, 

Proximus shall use reasonable efforts to notify by any means the Customer five (5) Business Days before 

the start of the planned maintenance works (including publication of a notice on the Self-Service portal). 

The planned works are not taken into account in the Service Level Agreement calculation, if any.  

Service’s planned works window:  

Period Maintenance Window 

Monday 00:00 AM till 6:00 AM  

Weekdays (except Monday) 6:00 AM till 7:15 AM 

 

In addition, when update or upgrade of the CPE can be performed remotely, whether for planned or 

unplanned maintenance activity, Proximus reserves the right to execute such update or upgrade at any 

time.  Such modifications are made automatically and without warning. This activity may require the 

restart of the CPE, resulting in a temporary interruption of the Service.
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6.6 Service Level Description 

By default, only an SLO is provided with the Service. Optionally the Customer may order an optional SLA, the Telephony Guarantee Pro, which is described in this section.  

The Service credits applicable for any SLA are defined as a percentage of the Service monthly fee.  

The total amount of the Service credits granted to the Customer under this Agreement in connection with any SLA in any calendar month will not exceed the recurring 

fees paid by the Customer for the Service for the month in question. 

6.6.1 SLO 

SLO KPI Definition Applicable on Target Valid for Service Credits 

Incident Ticket Response 

Time 

The time between the Incident notification 

(via the Service Desk) and the creation of 

an Incident ticket in the ticketing system. 

Service Desk Access 15 Minutes P1 and P2 

Incidents 

None 

Incident Response Time The time inside the agreed Servicing 

Window between the ticket creation and 

the start of the troubleshooting by 

Proximus, minus all time as a result of an 

event for which the stop-clock principle is 

applicable. 

Remote Diagnostics  15 min P1 and P2 

Incidents 

None 

Device/Service Restoration 

Time 

The device/Service restoration time is 

defined as the time between the ticket 

creation and the resolution of an Incident 

Remote/On-site 

Intervention 

Next Business Day P1 Incidents None 
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on the Solution element, within the agreed 

Servicing Window and  minus all time as a 

result of an event for which the stop clock 

principle is applicable. 

Yearly Device/Service 

availability 

The device/service availability is 

computed as follows: 

100*(1 – Net Downtime/Total Time 

(24/7)) = device/service Availability % 

where Net Downtime is the time during 

which a P1 incident ticket is open, as a 

result of a Solution element not being 

available during its Servicing Window 

minus all time as a result of an event for 

which the stop clock principle is applicable, 

and where Total Time is the time period 

over which the Availability is calculated. 

Device/Service 

Availability Monitoring 

 

99.7% P1 incidents None 

Standard Change 

implementation time 

Time for the implementation of Standard 

Changes, calculated as from the 

registration of the Request for Standard 

Change (time of Change Ticket Creation) 

until the end of its execution by Proximus 

(Change Ticket Closed). 

Standard Changes 

 

>95% executed in 3 

business days 

N/A None 
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6.6.2 SLA option  

“Telephony Guarantee PRO” (5h Repair) Option  

SLA KPI Definition Applicable on Target Valid for Service Credits  

Incident Ticket Response 

Time 

The time between the Incident notification 

(via the Service Desk) and the creation of 

an Incident ticket in the ticketing system. 

Service Desk Access 15 Min P1 and P2 

Incidents 

None 

Incident Response Time The time inside the agreed Servicing 

Window between the ticket creation and 

the start of the troubleshooting by 

Proximus, minus all time as a result of an 

event for which the stop-clock principle is 

applicable. 

Remote Diagnostics  15 min P1 and P2 

Incidents 

10% of the recurring fee for each validated 

P1 Incident with breached SLA, with a max of 

25% of the recurring fee* 

Device/Service Restoration 

Time 

The device/Service restoration time is 

defined as the time between the ticket 

creation and the resolution of an Incident 

on the Solution element, within the agreed 

Servicing Window and  minus all time as a 

result of an event for which the stop clock 

principle is applicable. 

Remote/On-site 

Intervention 

5 business hours, 

provided the ticket is 

registered at least 5 hours 

before the end of the 

Incident Handling Window 

P1 Incidents 25% in case of the recurring fee for each 

validated P1 Incident with breached SLA, with 

a max of 50% of the recurring fee* 

Yearly Device/Service 

availability 

The device/service availability is 

computed as follows: 

100*(1 – Net Downtime/Total Time 

(24/7)) = device/service Availability % 

Device/Service 

Availability Monitoring 

 

99.7% P1 incidents <99.7% -> 5% 
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where Net Downtime is the time during 

which a P1 incident ticket is open, as a 

result of a Solution element not being 

available during its Servicing Window 

minus all time as a result of an event for 

which the stop clock principle is applicable, 

and where Total Time is the time period 

over which the Availability is calculated. 

Standard Change 

implementation time 

Time for the implementation of Standard 

Changes, calculated as from the 

registration of the Request for Standard 

Change (time of Change Ticket Creation) 

until the end of its execution by Proximus 

(Change Ticket Closed). 

Standard Changes 

 

>95% executed in 3 

business days 

N/A 95> X ≥ 90%   5% 

90> X ≥ 80%   10% 

80% > X   25%  

of the Monthly Fee Bundle of the Change 

Credits* 

* The total amount of the Service credits granted to the Customer under this Agreement in connection with any SLA in any calendar month shall not exceed 

the recurring fees paid by the Customer for the Service for the month in question. 
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7. Specific Terms and Conditions 

7.1 General information  

7.1.1. The General Terms and Conditions for Professional Customers together with this Contractual Service 

Description (including these Specific Terms and Conditions), the Order Form, the Contract Summary (in 

cases required by law), the Offer (if any) and the Price List constitute the “Agreement” between Proximus 

and the Customer. The Agreement sets out the rights and obligations of Proximus and Customers with 

regard to the provision of the Service. 

7.1.2. In the context of this Agreement “Customer” means: a legal person or de facto association with more 

than nine (9) employees (calculated in accordance with articles 1:24 or 1:28 of the Belgian Companies and 

Associations Code). 

7.1.3. It is recommended that you keep a copy of this Contractual Service Description. 

7.1.4.  Definitions: 

Termination point: : point at which the Customer accesses Proximus’ public telecommunications 

infrastructure. 

Demarcation point: point until which Proximus provides the Service. 

7.2 Agreement procedure 

Duration of the Agreement 

7.2.1. Unless otherwise agreed between the Parties, the Agreement enters into effect on the date that 

Proximus activates the Service. 

Unless otherwise agreed between the Parties in the Agreement, the Agreement is concluded for an Initial 

Term of twelve (12) months as from the activation of the Service. 

At the end of the Initial Term, the Agreement shall be tacitly renewed for an indefinite Renewal Term. 

Should one Party not wish the Agreement to be automatically renewed for an indefinite Renewal Term, it 

must notify the other Party in writing at least thirty (30) Calendar Days before the end of the Initial Term. 

Termination of the Agreement 

7.2.2. In case the Initial Term was automatically renewed for an indefinite Renewal Term either Party can 

terminate the Agreement during the indefinite Renewal Term with thirty (30) Calendar Days prior written 

notice, except in case of number port out in which case the Agreement shall terminate immediately once 

the port out is effective (see art 4.2.4.3. above for more information on the number port out procedure). 

7.2.3. The Customer shall remain liable with respect to Proximus for all amounts due to it until the 

termination of the Agreement.  



 

Sensitivity: Confidential 

Proximus PLC under Belgian Public Law, Bd. du Roi Albert II 27, B-1030 Brussels, Belgium 

VAT BE 0202.239.951, Brussels Register of Legal Entities, IBAN: BE82 2100 0008 8968, BIC: GEBABEBB Page 26 of 31 

Sensitivity: Confidential - Not for you? Notify the sender and delete. See more on https://www.proximus.com/respect-confidentiality 

7.2.4. In addition to the General Terms and Conditions for Professional Customers, Proximus is entitled, 

upon, prior notification, to restrict the provision of the Service to that of a minimum service when the 

Customer persists to fail to meet his payment obligations. The Customer shall then only have the possibility 

to call the emergency services and receive calls, with the exception of calls paid by the recipient. 

The full performance of the Service will resume once the Customer has complied with its obligations. 

Payment of Service fee remains applicable for the duration of the service limitation. Proximus reserves the 

right to also bill for Service reactivation charges. 

Proximus is entitled to terminate unilaterally the Agreement without referral to the courts, by written 

notice if the Customer has not complied with his payment obligations within the timeframe indicated in the 

notification referred to in this article. 

7.2.5. Complaints relating to an unjustified termination of Service must be lodged within five (5) Calendar 

days of the termination of Service. If the complaint is lodged after such period, the period between the fifth 

day and the day on which the complaint is lodged shall not be taken into account for the calculation of any 

compensation.  

7.2.6. In addition to the General Terms and Conditions for Professional Customers, when the Customer 

transfers the Agreement and that the transferee is not domiciled or residing simultaneously at the same 

address than the transferor, Proximus is entitled to request an extra fee.  The Agreement may only be 

transferred to an address localized within the same geographical area. 

Effects of termination 

7.2.7. If the Customer prematurely terminates the Agreement during the Initial Term, an early termination 

fee shall be payable to Proximus amounting to the equivalent of all amounts that would have been due in 

case of execution of the Agreement until the end of the current agreement period. In case of partial 

termination by the Customer, the early termination fee shall be calculated pro rata. In addition, if the 

termination takes place during the implementation phase, costs suffered and works carried out by 

Proximus will be charged to the Customer. 

7.3 Amendments to the Agreement  

7.3.1. By deviation to the General Terms and Conditions for Professional Customers, Proximus reserves the 

right to amend the Agreement and the technical features of the Service, even if this affects the price or 

quality of the Service. Proximus shall notify the Customer in writing of such amendments at least thirty 

(30) Calendar Days before their entry into effect. Customers who do not accept the new conditions may, 

except in cases stipulated by law, terminate their Agreement without having to pay an early termination 

fee, by no later than the last day of the three (3) months period following the notification of the changes. 

In case of a rate increase, the Customer may, except in cases stipulated by law or the indexation foreseen 

in this Agreement, terminate his Agreement without having to pay any early termination fee, by no later 

than the last day of the three (3) months period following the notification of the rate increase. Termination 

may be exercised by any written means. 

For the sake of clarity, changes to the  physical infrastructure and/or technology used to deliver the Service 

shall not be deemed an amendment to the Agreement or Service if the functionality of the Service remains 

unchanged or is improved for the same price following such changes. 
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Proximus reserves the right to adjust the prices twice per calendar year, in accordance with the 

Consumption Price Index and the following price adjustment formula:  

P1 = P0 x (CPI 1 / CPI 0) 

Where: 

- P1 = the new price; 
- P0 = price applicable before the current indexation; 
- CPI 0 = the Consumption Price Index applicable on (i) the date of the previous instance of indexation or 

(ii) the date one year before the current date of indexation if no previous instance of indexation has 
occurred yet; 

- CPI 1 = the Consumption Price Index applicable on the date of the current indexation. 

 

A price adjustment based on the price adjustment formula shall not give the Customer any right to 

terminate the Agreement without an early termination fee. 

Any decision by Proximus not to index its prices or certain price components at a given indexation occasion  

shall not be considered as a waiver of this right. Proximus explicitly reserves the right to adjust the prices 

or other price components accordingly at a future occasion of indexation. 

7.4 Rights and obligations of the Parties 

7.4.1. Proximus’ public telecommunications infrastructure, including the Terminal point, is owned by 

Proximus. Proximus provides protection in the same way as a prudent and reasonable person. It alone is 

authorized to perform maintenance, repair and development work.  

Unless expressly mandated by Proximus for this purpose, the Customer shall be prohibited from modifying 

the public telecommunications infrastructure, including the Terminal point. He must act with due diligence 

with respect to any Proximus equipment located on the premises which he occupies, alone or jointly with 

others. 

The Customer ensures not to make or have a third party make a connection to the Proximus Network or to 
use any equipment other than that provided for in the Agreement, including pirate decoders, cards or 
modem making it possible to access the Service. 
 
The Customer may not disrupt traffic on the Proximus’ Network.  
 

7.4.2. Only Customer Terminal Equipment complying fully with the legal provisions and technical 

requirements specified by Proximus can be connected to the Proximus infrastructure. The Customer shall 

take all the necessary measures to prevent fraudulent access to Terminal Equipment.. 

The Customer shall make sure to connect only compatible Customer Terminal Equipment that is in good 

working order to the network. As regards sending and receiving fax, in particular, the Customer must ensure 

that his Customer Terminal Equipment supports the G711 codec or the T38 codec but with a fall-back 

mechanism to the G711 codec. If any provision of this article is breached, Proximus can ask the Customer 

to disconnect the connected Customer Terminal Equipment or PBX, without prejudice to other measures 

set out in this Agreement. The Customer must bear any costs incurred by Proximus as a result of an 

infringement of this provision. 
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Except in case of Force majeure, in the event that Proximus makes changes to the technical characteristics 
of the Service that require the Customer Terminal Equipment to be replaced or modified, Proximus shall 
inform Customers at least 6 months in advance. 
 

7.4.3. As part of the Service, the Customer is able to access and use one or several online portals (herein 

after the ‘Portal’).  The Customer shall ensure that only authorized persons are granted such access. The 

Customer shall comply with any other security or technical standards imposed by Proximus from time to 

time in connection with the Portal. Proximus cannot verify whether access requests and the use of the 

Portal are legitimate and declines any responsibility for any consequences resulting from fraudulent access 

and use. The Customer shall immediately inform Proximus in writing of any changes to the identification 

data of the authorized persons. 

The Customer shall not copy or use the Portal or any portion thereof (nor authorize or permit third parties, 

including any end users, to do so), except as expressly authorized by this Contractual Service Description; 

use the Portal on any unauthorized equipment or products; use the Portal in any way that may damage, 

impair or disable the operation of the Service; modify the Portal or create derivative works based on the 

Portal, reverse engineer or decompile, decrypt, disassemble or reduce the Portal to human-readable form, 

except as allowed by law; alter any proprietary notices or legends contained in or on the Portal ; use the 

Portal in breach of other parties’ rights. 

7.4.4. The maintenance activities covered by this Agreement are described in the Chapter Operational 

Phase. Replacement, repair or any other Proximus intervention is not included in the Service (however, if 

delivered, the intervention shall be invoiced separately at the current applicable rate) when (i) the Incident 

is due to any use or events outside the normal operating conditions of the affected Solution Element, (ii) 

On-demand support is provided; (iii) support activities relating to Software and/or Hardware are not 

supported by the manufacturer any more, (iv) the Incident is due to:  

a. external causes including but not limited to weather conditions, shut-off or cut communication 

lines that are not included in the Service, breakdowns of the air conditioning, poorly functioning 

sockets, storms, lightning strikes, floods, and all other causes alien to the Solution element, 

inappropriate environmental factors such as too high humidity, abnormal temperatures or an 

abnormally high amount of dust ; 

b. use of Service or of the affected Solution Element not authorized by the Agreement and any 

prescription given by Proximus ; 

c. the use with or connection of affected Solution element to items not approved by Proximus or the 

irregular operation of the item to which the Solution element is connected (item can be a hardware, 

software, a solution connected to the affected Solution element;  

d. the performance (or the attempting) of maintenance, a move, a repair, a modification or a change 

to the affected Solution element by persons other than Proximus or as authorized by Proximus 

without the prior written consent of Proximus  

e. damages during relocation, transportation or refurbishment not carried out by Proximus  

f. negligence or fault (by act or omission) by the Customer or third parties  

g. change made by the Customer or a third party to the Customer’s infrastructure underlying the 

Service; 

h. the battery during the period of the end-of-life alert and the actual replacement with a new 

battery. 

 

7.4.5. Proximus guarantees that any measures it may take to avoid network congestion or over-

congestion, will not lead to any differentiation between the users and/or the services. More information 

regarding the procedures applied by Proximus in order to avoid saturation of its network is available on 

Proximus internet site.  
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7.5 Payment and billing 

 

7.5.1 The set up fee for the Access Line (if any), the CPE and activation fee will be billed to the Customer 

and as soon the Service is activated.  

  

7.5.2. As soon as the Service is activated, the recurring  fee will be billed in advance on a montly basis. In 

case of termination for whatsoever reason, the prepaid amount shall not be refunded. 

 

7.5.3. In case the initial battery (part of the CPE) reaches its end of life, a one time fee shall be billed to the 

Customer for the new battery. 

 

7.5.4.The communication charges (also called ‘usage fee’) are not included in the recurrent fee. The 

communciations are billed at the rates enjoyed by the Customer under the rate plan applicable to him. If 

the Customer does not have a special rate plan, the basic rates mentioned in the Price List will be applied.  

 

The Customer is required to pay the communication charges which is determined by the Proximus 

registration system (or that of is supplier). The duration of a call is the time between that when the called 

party picks up or is reached via his voicemail and that when the caller hangs up or gives the end of 

communication signal. Each call to a premium rate service (0900, etc.) shall be limited to thirty minutes. 

 

7.5.5.  The Customer can consult free of charge the details of his last bill on the MyProximus application or 

website. 

 

7.5.6. On simple request, Customer can obtain a more detailed version of their last bill (an “Itemized Bill”) 

free of charge. This Itemized Bill is sent to the billing address specified by the Customer.   

7.6 Protection of personal data  

In addition to what is mentioned in the General Terms and Conditions for Professional Customers, 

Proximus acts as a data controller for the personal data processed by Proximus under this Agreement 

including: 

- for any personal data provided by the Customer before and during the execution of the 
Agreement, such as the eventual list communicated by the Customer of the fixed numbers to be 
included in the scope of the Agreement; 

- for the Customer’s contact information provided for customer care, incident handling and 
customer administration purposes; 

- for the traffic data, generated when the Service is used, that are used by Proximus for billing 
purposes; 

Irrespective of Proximus' role as a data processor or data controller, it is up to the Customer to comply with 

the transparency obligations from the GDPR. This includes, without being limited thereto, that it is up to 

the Customer to provide the data subjects with the information listed at Article 13 and 14 of the GDPR. 
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For the sake of clarity, it is specified that Proximus acts neither as data controller nor as data processor for 

the personal data included in the content of the communications transmitted during the provision of the 

Service. 

7.7 Access Line 

7.7.1. Proximus Access Line (if needed for the applicable technology) is included in the Service. 

 

7.7.2. The termination of the Agreement will automatically lead to the end of the Proximus Access Line.  
 

7.7.3. If the Customer does not have a connection to the Proximus Network and the Customer asks 

Proximus to provide such a connection, Proximus shall draw up, as mentioned in the Implementation phase 

Chapter, an estimate of the work necessary for the purpose of satisfying the Customer's request and shall 

communicate it to him beforehand for approval. The amount to be paid by the Customer for the Access 

Line installation is the ‘set up fee for Access Line’.  

7.8 Phone Number  

7.8.1. The Customer may not claim any right to require a specific phone number. The Customer may not 

claim any rights to the number that Proximus has allocated to him. 

7.8.2. The Customer duly acknowledges the specific rules in each country related to the use of geographic 

numbers. The Customer is responsible to comply with them. Proximus  cannot  be  held  responsible  if 

the  Customer  does  not  comply  with  them. The Customer acknowledges that it is not authorized (i) to 

assign a geographic number pertaining to one particular area to a Customer that is physically located in 

another area, or (ii) to generate and/or use CLI’s (Calling Line Identifications) which do not correspond to 

the Belgian number allocated to the Customer under this Agreement. In these cases, and without prejudice 

to Proximus’ right to claim damages, Proximus is entitled to charge the Customer with all additional costs 

corresponding to the additional costs arising from the Customer’s unauthorized use (a.o. additional cost 

charged by the foreign operators). Without prejudice the foregoing and the Emergency calls sections, the 

numbers assigned under this Agreement may be used in Nomadic way. 

7.8.3.Customer  receiving  malicious  calls  can  ask  Proximus  to  identify  the  number  from  which  the  c

alls originated. Where it is technically feasible to identify the caller, Proximus will ask the holder of the 

number to stop making such calls. Should the Customer nevertheless continue to receive such calls, he 

may contact the Ombudsman’s Service. At the latter’s request, Proximus will provide details of the identity 

and address of the originator of the malicious calls, so that they may be communicated to the Customer. 

7.8.4. Calls to surcharged numbers outside Belgium are not supported. Calls to short numbers other than 

emergency numbers are not supported outside Belgium. 

7.9 Product  
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7.9.1. The CPE, if any, are rented for the Agreement duration and are subject to the ‘Rental of product’ 

section of the General Terms and Conditions for Professional Customers. Proximus alone is authorized to 

perform maintenance, repair and development work on the CPE. 

7.9.2. The initial battery, as part of the CPE, is included in the Service Fee. In case the initial battery reaches 

its end of life, Proximus will receive an alert and shall pro-actively replace the old battery with a new one, 

which shall be charged to the Customer. The battery back-up during a power outage can be ensured for a 

minimum period of two (2) hours and will ensure the service in this time.  As soon as the battery status 

reaches its end-of-life, the Customer acknowledges that the aforementioned back-up period of two (2) 

hours cannot be guaranteed anymore. 

7.9.3. The configuration data of the CPE shall remain the property of Proximus. The Customer shall only 

access the configuration data with the prior written consent of Proximus. If Proximus provides the 

configuration data to the Customer, where appropriate, this shall not be deemed to amount to the transfer 

or assignment of any intellectual property rights. The configuration data shall be deemed to be strictly 

Confidential Information belonging to Proximus. When the Agreement comes to an end, all configuration 

data shall be returned to Proximus. 

7.9.4. The Customer will be granted a license to use the Software for the term of the Agreement. When 

the Agreement comes to an end, regardless of the grounds therefore, the Customer shall no longer be 

entitled to use the Software and shall destroy any copies in his possession. The Customer shall not copy 

the Software, except insofar as it relates to a backup copy, nor change, resell or rent the Software, whether 

completely or partially. He shall also comply with the specific licensing conditions communicated to him 

when certain Software is installed or downloaded. Customers who decide to use this Software shall be 

deemed to have accepted the specific license conditions relating to that Software. 


